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The level of physical security and access control at the Malaysian Armed Forces Defense Operations Center (MAF-DOC) is in a state w
installation of the ATM secret building. However, as the use of technology progresses, basic physical security technology may becom
of observation, interview and questionnaires. The project data is collected by interviewing the MAF-Doc personnel's and then verify
review techniques and descriptive statistics. A physical security and access control model for MAF-DOC is proposed. The model inclu
Security Awareness Program and Security Training and Education. Successful implementation of a physical security and access contr
ture among employees.
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This project concludes that the proposed physical security and access control model for
MAF- DOC is capable of solving the physical security and access control problem caused by
outdated technologies, lack of security awareness, and lack of training for MAF-DOC. If the
proposed model is successfully implemented in MAF-DOC, employees from top to bottom
will be aware of their responsibilities and the importance of this model to the organization
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